**ПАМЯТКА по Кибербезопасности**

1. **Информирование родителей** о возможности и необходимости контролирования устройств детей (телефоны, планшеты, компьютеры). Инструментом можно быть такой программный продукт компании Касперский, как Kaspersky Safe Kids. С помощью этого приложения родитель может:

- отслеживать, что ребёнок ищет в интернете,

- на какие сайты заходит,

- какими программами пользуется,

- сколько времени проводит в Сети. При желании всё это можно регулировать, ограничивать и отключать,

- следить за зарядом батареи,

- мониторить активность в социальных сетях,

- просматривать историю запросов на YouTube,

- составлять расписание, по которому ребёнок будет пользоваться устройством,

- доступна и геолокация с возможностью очертить безопасный периметр для прогулок. Если ребёнок попытается обойти запреты или убежит за границы указанной в программе территории, система мгновенно отправит вам уведомление.

2. Необходимость **прохождения курсов по «Цифровому ликбезу» родителями и детьми**. Цифровой ликбез – это просветительский проект, который поможет повысить цифровую грамотность и узнать больше о кибербезопасности в сети. Рекомендованные курсы:

- Кибербуллинг <https://digital-likbez.datalesson.ru/videos/15/>

- Фишинговые ссылки <https://digital-likbez.datalesson.ru/videos/17/>

- Мобильные угрозы <https://digital-likbez.datalesson.ru/videos/18/>

- Доксинг (раскрытие личной информации) <https://digital-likbez.datalesson.ru/videos/31/>

- Мобильные угрозы <https://digital-likbez.datalesson.ru/videos/18/>

- Защита профиля <https://digital-likbez.datalesson.ru/videos/14/>

- Информационный шум <https://digital-likbez.datalesson.ru/videos/26/>

- Цифровой этикет <https://digital-likbez.datalesson.ru/videos/23/>

- Цифровой след https://digital-likbez.datalesson.ru/videos/28/